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Bottom up approach  to incorporating privacy into software 
design utilising prescribed standards. Although, regulatory
directives  are explicit  within legislative provisions outlined
in GDPR/CCPA concerning privacy, the issue remains as to
whether or not  this translates  to clear undrstanding  for the
average  software  developer.

MOTIVATION
>Requirement  for a  comprehensive  framework. 
>Need for standardized evaluation metrices or means
of privacy calibration.
> Unexplored complexities that constrain the
incorporation of privacy artifact into software design.  
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> Understanding developers struggles in incorporating
privacy artifact  into software design.
         >Developing  a comprehensive framework  for            
            developer centred privacy.
                     >Evaluating the derived framework.
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